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Abstract
A digital watermark is a kind of marker coveréynbedded in a noise-tolerant signal such as audio o
image data. It is typically used to identify owr@psof the copyright of such signal. "Watermarking'the process
of hiding digital information in a carrier signahe hidden information should, but does not needdotain a
relation to the carrier signal. Digital watermarksy be used to verify the authenticity or integifythe carrier
signal or to show the identity of its owners. Ipi®minently used for tracing copyright Digital ige@watermarking
technology protects digital content (text, imagasdio, and video) from illegal manipulations. Instipaper we

proposed

implementation and performance aisalgé two different watermarking schemes based DCT-

DWT-SVD. Both are non-blind techniques. One iseohsn SVD of DC coefficients using second level DWT

decomposition and otheris SVD of all

DCValues of second

level DWT compositiorcofer image.

PSNR and NCC parameters are used to check effaegeof both techniques for Imperceptibility andustness.

Keywords: Watermark; DWT; DCT; SVD; PSNR; NCC

Introduction

The fast growth of internet and applications
using digital multimedia technologies has plu t
accent on the need to provide copyright protecton
multimedia data. A digital watermark can be desdibs
a visible or preferably invisible identification de that is
permanently embedded in the data. So it can remai
present within the cover media after any decoding
process.
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phrase digital watermark means the difference betwe
the watermarked signal and the cover signal. Theasi
where the watermark is to be embedded is called the
host signal. A watermarking system is usually divided
into three distinct steps, embedding, attack, and
detection. In embedding, an algorithm accepts th&t h
and the data to be embedded, and produces a
watermarked signal.

Then the watermarked digital signal is
transmitted or stored, usually transmitted to aaoth
person. If this person makes a modification, thisdlled
anattack. While the modification may not be malicious,
the term attack arises from copyright protection
application, where third parties may attempt to oeen
the digital watermark through modification. Theree a
many possible modifications, for example, lossy
compression of the data (in which resolution is
diminished), cropping an image or video, or intendilly
adding noise.

Detection (often called extraction) is an
algorithm which is applied to the attacked signal t
attempt to extract the watermark from it. If thgrsl
was unmodified during transmission, then the wasgkm
still is present and it may be extractedrdbust digital
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watermarking applications, the extraction algorithm
should be able to produce the watermark correethgn
if the modifications were strong. fragile digital
watermarking, the extraction algorithm should faany
change is made to the signal.
Watermarking  scheme quality is determned
using robustness, transparency and  capacity.
Transparency means after insertion of water maek th
origiml image should not be distorted [13, 14].
Robustness is related to attacks. If watermark
removal is difficultto various attacksike
rotation, scaling, compression, noise then
watermarking scheme is robust[15,16]. Capacity siean
amount which are inserted to cover i mage. More
capacity means one can hide large amount of infor
mation.
Robustness

A digital watermark is callettagileif it fails to
be detectable after the slightest modification. ghea
watermarks are commonly used for tamper detection
(integrity proof). Modifications to an original wiorthat
clearly are noticeable commonly are not referredago
watermarks, but as generaliZiearcodes
A digital watermark is calledemi-fragileif it resists
benign transformations, but fails detection after
malignant transformations. Semi-fragile watermarks
commonly are used to detect malignant transformatio
A digital watermark is calledobust if it resists a designated
class of transformations. Robust watermarks maydeel in
copy protection applications to carry copy and ioess
control information.
Per ceptibility

A digital watermark is callednperceptible if
the original cover signal and the marked signal are
perceptually indistinguishable. A digital watermaik
calledperceptible if its presence in the marked signal is
noticeable. A digital watermark that is perceptual,the

other hand, is imperceptible. It works context-
sensitive/adaptive.
Capacity

The length of the embedded message determines

two different main classes of digital watermarking
schemes: The message is conceptually zero-bit dmalg
the system is designed in order to detect the poeser
the absence of the watermark in the marked objdus
kind of watermarking scheme is usually referred to
aszero-bit or presence watermarking schemes.
Sometimes, this type of watermarking scheme iedalt

bit watermark, because a 1 denotes the presendea(@n
the absence) of a watermark.

Water mar king algorithms can be classified on
several criteria are, according to domain of
water mark insertion like Water marks can be
embedded in the pixel/spatial domain or a transform
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domain [11]. Second is according to visibility of
watermark visible and invisible) and according to
watermark detection and extraction which containdl
and non blind techniques.

Then divide the selected band into 4X4 sub
blocks and DCT is applied. First DCT value is
selected from all sub blocks. Then SVD is perform o
that. The method is tested against various attarks
result is good for LL band in compare to other band
[2]. Robust water marking scheme is proposed by
Navas. In that they combine advantage of  three
technigues (DCT-DWT-SVD).scheme is very robust
for different kind of image processing attacks [3].
Middle band coefficient of DCT based watermarking
scheme is given for image authentication. DWT is
applied then after DCT of LL is computed. Then mid
band coefficient is selected and SVD is appliezh
it. It is very robust against JPEG compressign [R.
Mehul has suggested that to get robustftesgast
range of attacks watermark insertion can be perdrm
in both low and high value coefficients. Authors
proposed color image water mar king using second
level DWT decomposition and block base DCT.

First they divide color image into three
channels Red, Green and Blue and then apply DWT to
selected color and select HL or LH band for further
decomposition. They selected low and high frequency
band so robustness and mperceptibility resultesyv
good[6]. A hybrid block based technique is proposed

by V.Santhi.
In that First singular value is
selected for watermark embedding in all

different band after first level decomposition[7]A
hybrid technique based on SVD and DCT is proposed.
More transparency is obtained using only Singular
values of a recognized pattern and LPSNR is adopted
to achieve high robustness[8]. Author proposed
watermarking scheme based on DCT- DWT-SVD.
They apply second level decomposition of cover enag
DCT is apply to second level HL coefficient and
divide it into four quadrant using zigzag sequence.
SVD is applied to each quadrant and modified with
SVD of water mark. Algorithm gives good PSNR
and also robust to various attacks. Quadrant Bl
gives good results compare to other three[9]. Autho
proposed watermarking scheme based on DWT and
SVD using all four frequency bands. Singular value
of watermark is inserted into all four frequencynba
singular values after first level DWT. Experimental
results shows that LL gives highest magnitude of
wavelet coefficient as well as of singular valu€§[1
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Proposed Algorithm |

Proposed algorithm combines merits of three
different technigues DCT, DWT and SVD. First one
level DWT is applied to original cover image. To
achieve imperceptibility LL band is select for sedo
level decomposition and HH band is selected. It is
divided into 4X4 sub blocks. DCT is applied to eacib
blocks and first DC coefficient of each block idested
and formed it in matrix. SVD is applied to this tnma
and singular values are modified with singular ealu
of water mark. Inverse SVD, inverse DCT and inverse
DWT is performed to get watermarked image.
The procedure for embedding and extracting the iwate
mark is given below.
A. Watermark embedding process
The embedding process is divided into followingoste
and is briefly described as given below:

1. Let Ol be the Original image of size N x N.
Select color channel and apply DWT to
decompose it into four N/2 x N/2 sub-bands LL
,HL, LHand HH .

2. Select LL band and Apply DWT to
decompose it into four N/4 x N/4 sub-bands
LL LL, LL_HL, LL LHand LL_HH.

3. Select LL_HH band, divide it into 4X4
square blocks and apply DCT to it, select
first DCT value of each block and get DCT
coefficient matrix B.

4.  Apply SVD to B, BzUl*Sl*VlT, and obtain
U1, S1 and V1.

5. Let OW of size
represent watermark.
it, OW= W_U*W_S*W_V’
W U, W Sand W_V

6. ModifyS1 with watermark

such that S=S1 ¥ WS.

7. Obtain B* using B*= U*S*VT.

8. Applyinverse DCT to B*to produce LL_HH*

9. Apply inverse DWT to LL LL, LL HL,

LL LHand LL_HH* to get matrix LL*.

10. Apply inverse DWT to LL* HL, LH and HH,
set it to selected color channel to get water mar
ked image WI.

N/16 x N/16 to
Apply SVD to
and obtain

http: // www.ijesrt.com

ISSN: 2277-9655
Impact Factor: 1.852

B. Watermark Extraction Process
The extraction process is divided into following
steps and is briefly described as given below:
1. Select color channel and apply DWT to WI to
get LL* HL, LH and HH.

2. Apply DWT to WI to get LL LL, LL_HL,
LL_LH and LL_HH*

3. Select LL_HH* band and divide it into 4X4
square blocks.

4. Apply DCT to each block of sub band
LL HH* select first DCT values and get
matrix A.

5. ApplySVD to A, A= WU*WS*WVT and
obtain WU,WS, WV

o

Obtain SW=(S-WS)I/
Obtain EW= W_U*SW*W_\

~

Proposed Algorithm Ii
In this algorithm first level decomposition of
wavelet is applied to cover image then LL band is
selected for second level decomposition and itshidhd
is selected. Now DCT is applied to this band antd ge
DCT coefficient matrix. SVD is applied on this DCT
coefficient matrix. Watermark image is decomposéd a
first level and HH band is selected. DCT is applted
this HH band and we get DCT coefficients of watetma
then SVD is applied. Singular value of cover imager
coefficients is modified with singular value of
watermark. Perform inverse transform and we get
watermark image.
A. Watermark embedding process
The embedding process is divided into following
steps and is briefly described as given below:
1. Let Ol be the Original color image of size
N X N.
2. Select Color Component any one among
R,G,B(1,2,3). Suppose for Red color select
(:,:,1) from original image.
3. Apply DWT to decompose it into four N/2 x
N/2 sub-bands LL , HL, LHand HH .
4. Select LL band and Apply DWT to
decompose it into four N/4 x N/4 sub-bands
LL LL,LL HL,LL LHand LL_HH.
5. SelectLL_HH band and apply DCT to it
and get DCT coefficient matrix B.
Apply SVD to B, B=U*S*VT, and obtain
U, Sand V.
7. LetOW ofsize N/2 x N/2 to represent
water mark. Apply DWT to decompose it
into four N/4 x N/4 sub-bands WLL,

o
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WHL, WLH and WHH .

8. Select WHH band and apply DCT to itand
get DCT coefficient matrix D.

9. Apply SVD to D, D=U1*S1*V1T, and
obtain U1, S1 and V1.

10. Modify S with watermark such that
S2=S 4*S1

11. Obtain B* using B*= U*S2*VT.

12. Applyinverse DCT to B* to produce
LL HH*

13. Apply inverse DWT to LL_LL, LL_HL,

LL LHand LL_HH*to get LL*.

14. Apply inverse DWT to LL*, HL, LH and HH to
get watermarked image color name WI for
selected color component.

15. Set value of that component to Original
color image.

16. Get color watermarked image WI.

B. Watermark Extraction Process
The extraction process is divided into followingzt
and is briefly described as given below:

1. Selected watermarked image color component.

2. Apply DWT to WI to get LL* HL, LH and

HH.

3. Apply DWT to WI to get LL LL, LL HL,

LL LHand LL_HH *

4. Select LL_HH* band and Apply DCT to sub

band HH* and get matrix A.

5. Apply SVD to A, A= WU*WS*WVT and

obtain WU,WS,WV

6. Obtain Sr=( S-WS I

7. Obtain Wr= U1*Sr*V1T

8. Applyinverse DCT to Wr and get W.

9. Apply inverse DWT to LL, HL, LH and W

and get extracted water mark EW.

Evaluation Parameters

The PSNR and NCC are used as evaluation
parameter.
Peak Signal to Noise Ratio (PSNR), is an
engineering term for the ratio between the maxi mum
possible power of a signal and the power of
corrupting noise that affects the fidelity of it
representation.

To check the efficiency of proposed

algorithm different size of images are considered f
numerical simulation. It is tested using the tool
MATLAB 7.8.0. Here results are given using 512 x
512 color image “LENA", "PEPPER”, "MANDRIL",
"KIDS” and HUNNAR” as cover image and 32 x 32
color football as watermark in algorithm one and
256x256 color Lena and Hunnar as watermark in
second algorithm.
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Criginal Image (512:512)

’

Watermarked Image

Extracted YWatermark

Fig. 2. Original color image, water mark, water marked
image and extracted water mark for algorithm .

Orig

Original Image

inal Water mark

W ater marked Extracted
Watermark
Image

Fig. 3. Original color ima, water mark, water marked
image and extracted water mark for algorithm 1.

PSNR and NCC value and elapsed time for
proposed algorithm | and 1l are shown inbl€al
and Table 2 respectively.

Table 3 and Table 4 shows results of proposed
algorithm | and 1l respectively after various atkaomon
watermarked image.
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TABLE 1
Result of existing DWT+DCT+SVD based scheme
BResults of some existing DWT+DCT+3VD
based method
Ben £ 5
Wang(1] Bedif4 S Murtnyf9]
Without
attack 0.0473
Jpeg 00430 9387 (19082
Cropping 0.8286 0.342 (000
Rotztion 0.8819 0.518 9587
Gamszian
noize 0.8502 (.9628
Low pass
filter 09335 (.8849
Comtrast
adjustment 09666 [ G865
Gamma
Correction
(le=z than
1-for
brightar) 09003
Szltn
Pepper 08312
Sharpened (0.8297
TABLE 2:

Result of proposed algorithm | with NCC values for
different attacks, PSNR and elapsed time for water mark
embedding.
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Image database

Result of

AlgorithmI lena | Pepper|

mandril kids | hunnar

Flapsed Time| 1.3132 1.248| 1.2636| 1.2792| 1.2048

PSNR | 333126 53.1404 53.3126| 533124 33.3126
NCC;;?;EM 1 1 1 1 1

NCC NCC NCC NCC NCC

JPEG 50% | 0.2915 | 0.6272| 0.2609 | 0.6748 0.391

Crop 0.9756 | 0.596| 0.9101| 0.8383| 0.9682

Rotation45 | 091

68 0.58

0.0062 | 0.0305| 0.2442

Gausgian 0.04
noise

81| 0.987

0.9673 | 0.9546| 0.9216

Low Pass

fliec a3 | T

21| -1.0942

-6.6589| -8.5204 0.0631

Contrast 1
Adjust

Gamma
Correction 0.94
0.8

17| 0.9932

0.9424 | 0.9934( 09734

Gamma

1.2

Correction 0.8836 | 09101

09569 | 09752 09538

SaltnPepper| 0.859 | 00467

0.8208 | 0.8328| 0.8075

Sharpen | 0.1701| 0.1128

0.1861 | 0.192 0.2229

Table3
[Flezult of Image Databasz
Algorithm IT lamz pepper  [mandril [kids hunmar
Elos=dTime] 0.7176] 0.9048) 0.7644) 0.702) 0.9984
PSMER 50,8035 504547 50.2827 50.4547| 304547
NCC . N
vt 0:9994) 09991 0.9991 09991 09991
attack
MCC MNCC NCC MCC NCC
JPEG 20% 0.9995 09995 0.9997 0.9%994) 09952
Crop 00994 09992 0.9995 09991 09991
Fotation43 | 0.9991) 0.9988| 09995 0.9938| 0.9983
Craussian
noiss 0.9895 0985 09878 09847 09849
Low &
Pacs 0.99991 0.9981L 093998
filter 3x3
Contrast
Adjust 0.9994) 09991 09991 09991 09991
Gamms
Corraction 0.9994) 0.999| 09993 0.9991) 0.9%994
Gamms
Corr=ction §.9993) 0.9991] 0.999] 09991 0999
Salt n Pepper| 0.9961( 0994 0.9961| 0.9939( (09818
Sherpen 0.9063| 0.9952) 09879 09936| 09963
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Conclusions

As per experimental results, proposed algorithm
| gives NCC value 1 for no attack. PSNR valuesdibr
five i mages are higher  in algorithm |  than
algorithm 1l. So imperceptibility in algorithm | isetter
than algorithm II. Various attacks are performed! an
experiment result shows that robustness of algoriths
higher than algorithm 1. Algorithm |l gives besstgts in
comparison with existing techniques results. Algoni |
is not robust again jpeg as we embed watermarkGn D
values of HH band of LL band after second level
decomposition. Also for low pass filter this methiaes
not give good results. Algorithm 1l gives quiet teet
results in all listed attacks. It gives good NCQueafor
jpeg up to 20% quality factor. In both algorithm
extraction of watermark is done using original aove
image so both are nonblind scheme. In future wlltd
develop algorithm which do not depends on original
cover i mage at the time of extraction using Ditere
transforms.
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